Ethics Pledge

Consistent with the above statements, all homework exercises, tests and exams that are designated as individual assignments MUST contain the following signed statement before they can be accepted for grading.

I pledge on my honor that I have not given or received any unauthorized assistance on this assignment/examination. I further pledge that I have not copied any material from a book, article, the Internet or any other source except where I have expressly cited the source.

Signature: Haodong Zhao Date: Apr 28th. 2019

Please note that assignments in this class may be submitted to

www.turnitin.com, a web-based anti-plagiarism system, for an evaluation of their originality.

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Reading review**

**General Data Protection Regulation (GDPR)**

The GDPR impacts many areas of an organization:

1. Legal and compliance: The GPDR introduces new requirements and challenges for legal and compliance functions.
2. Technology: New GDPR requirements will mean changes to the ways in which technologies are designed and managed.
3. Data: Individuals and teams tasked with information management will be challenged to provide clearer oversight on data storage, journeys, and lineage.

To reach GDPR compliance, require foundational activities:

1. Stakeholder awareness
2. Readiness assessment
3. Data inventories and mapping
4. Governance

And require typical remediation considerations:

1. Legal and compliance
2. Technology
3. Data

The actions to take to prepare for the GDPR:

1. GDPR Readiness Assessment: the GDPR Readiness Assessment is the tool of choice to give a clear picture on where organizations currently stand with respect to the GDPR
2. GDPR Transformation Program
3. Data Processing Inventory: A Data Processing Inventory is the basis to get in control of data processing.
4. Privacy by Design: Privacy can be considered as an operational risk that requires practical solutions in order to make sure that risk is actually handled.

Third Party Procedures: External parties bring specific challenges for data controllers. E.g. Data Breach Handling Procedure, Vendor Assessment, Data Processing Agreements (DPAs) and Data Subject Rights Procedure.